
 

 

 

Data protection information for video surveillance at DEG 

 

I. DEG's data protection principles 

You can rely on the protection and security of your personal data: We see it as our respon-

sibility to protect your privacy when processing personal data. We process personal data in 

accordance with the provisions of the European General Data Protection Regulation (GDPR), 

the German Federal Data Protection Act (BDSG) and other applicable legal regulations.  

Below we inform you in accordance with Art. 12, 13, 14 and 21 of the General Data Protection 

Regulation (GDPR) about the handling of your personal data in the context of the video sur-

veillance that we carry out in our buildings.  

II. Data Controller 

Your data is processed under data protection law by: 

DEG - Deutsche Investitions- und Entwicklungsgesellschaft mbH (hereinafter: “we” or 

“us”) 

Kämmergasse 22 

D-50676 Cologne 

Tel: + 49 221 4986-0 

Fax: + 49 221 4986-1290 

You can reach our company data protection officer at: 

DEG - Deutsche Investitions- und Entwicklungsgesellschaft mbH 

Attn.: The Data Protection Officer 

Kämmergasse 22 

D-50676 Cologne 

datenschutz@deginvest.de 

III. Purpose and legal basis of the processing 

Our building is under video surveillance. You can recognize the areas under video surveil-

lance by the video surveillance signs. These contain the essential information on video sur-

veillance. You can access this data protection information via the QR code shown there. 

 

The basis for processing is Art. 6 para. 1 lit. f GDPR in conjunction with Section 4 BDSG. Our 

legitimate interest in video surveillance lies in the prevention and repression of criminal of-

fenses such as theft, burglary and vandalism, the exercise of domiciliary rights, the protection 

of our employees and customers and the preservation of evidence in the event of an incident. 

 

Recordings are stored for up to 72 hours. The recordings are then deleted at the latest. 



 

 

IV. Categories of recipients 

We share your personal data with other recipients who provide services for us in connection 

with video surveillance, insofar as this is permitted or required by law. In doing so, we limit 

the disclosure of your personal data to what is necessary. In some cases, our service pro-

viders receive your personal data as processors and are then strictly bound by our instruc-

tions when handling your personal data. In some cases, the recipients act independently with 

your data that we transfer to them. Personal data is not processed in third countries outside 

the EU/EEA. 

Below we list the categories of recipients of your personal data 

• IT service providers for the operation of video surveillance, 

• Service providers who support us, for example, in the assertion of our rights, 

• Law enforcement authorities for the investigation of criminal offenses, 

• public bodies and institutions insofar as we are legally obliged to do so. 

 

V. Consent to the provision of data 

You are not obliged to provide us with data in connection with video surveillance. However, 

it is not possible to enter the monitored areas without being recorded. 

VI. Automated decision-making 

We do not use any procedures for automated decision-making or any profiling procedures 

(automated analysis of your personal circumstances). 

VII. Rights of data subjects 

You have the following rights vis-à-vis us, which you can assert vis-à-vis the office named in 

Section II. or our data protection officer: 

• Right to information: You are entitled to request confirmation from us at any time within 

the scope of Art. 15 GDPR as to whether we process personal data concerning you; if 

this is the case, you are also entitled within the scope of Art. 15 GDPR to receive infor-

mation about this personal data and certain other information (including processing 

purposes, categories of personal data, categories of recipients, planned storage pe-

riod, your rights, the origin of the data, the use of automated decision-making and, in 

the case of third country transfer, the appropriate guarantees) and a copy of your data. 

• Right to correction: In accordance with Art. 16 GDPR, you are entitled to demand that 

we correct the personal data stored about you if it is inaccurate or incorrect. 

• Right to deletion: You are entitled, under the conditions of Art. 17 GDPR, to demand 

the immediate deletion of your personal data. The right to deletion does not apply, 



 

 

among other things, if the processing of personal data is necessary for (i) the exercise 

of the right to freedom of expression and information, (ii) to fulfill a legal obligation to 

which we are subject (e.g. statutory retention obligations) or (iii) to assert, exercise or 

defend legal claims. 

• Right to restriction of processing: You are entitled to demand that we restrict the pro-

cessing of your personal data under the conditions of Art. 18 GDPR.  

• Right to data portability: You are entitled, under the conditions of Art. 20 GDPR, to re-

quest that we provide you with your personal data that you have provided to us in a 

structured, commonly used and machine-readable format..  

• Right to object: You are entitled to object to the processing of your personal data under 

the conditions of Art. 21 GDPR, so that we have to terminate the processing of your 

personal data. The right to object only applies within the limits provided for in Art. 21 

GDPR. In addition, our interests may conflict with the termination of processing, so that 

we are entitled to process your personal data despite your objection. 

• Right of revocation: You have the right to revoke your consent at any time. The revo-

cation is only effective for the future; this means that the revocation does not affect the 

legality of the processing carried out on the basis of the consent until the revocation. 

• Right to file a complaint with a supervisory authority: You have the right to file a com-

plaint with a supervisory authority, in particular in the Member State of your habitual 

residence, place of work or place of the alleged infringement if you consider that the 

processing of personal data relating to you infringes the GDPR, subject to the condi-

tions of Art. 77 GDPR. The right to file a complaint exists without prejudice to any other 

administrative or judicial remedy. You can contact the data protection authority respon-

sible for us at: 

Landesbeauftragte für Datenschutz und Informationsfreiheit Nordrhein-Westfalen 

Kavalleriestr. 2-4 

40213 Düsseldorf 

Phone: 0211/38424-0 

Fax: 0211/38424-10 

Email: poststelle@ldi.nrw.de 

 

However, we recommend that you always address a complaint to our data protection 

officer first. 

If you have any questions regarding the handling of your personal data, you can contact 

our data protection officer at the above contact information. 

 

Right to object pursuant to Art. 21 GDPR 



 

 

 

You have the right to file an objection at any time against the processing of your data 

based on Art. 6 para. 1 lit. f GDPR (data processing on the basis of a balancing of inter-

ests) or Art. 6 para. 1 lit. e GDPR (data processing in the public interest) if there are rea-

sons for this arising from your particular situation. This also applies to profiling based on 

this provision within the meaning of Art. 4 no. 4 GDPR. 

 

If you file an objection, we will no longer process your personal data unless we can 

demonstrate compelling legitimate grounds for the processing which override your inter-

ests, rights and freedoms, or the processing serves the establishment, exercise or de-

fense of legal claims. 

 

If we also process your personal data for direct marketing purposes, you have the right to 

file an objection at any time to the processing of your personal data for the purpose of 

such advertising; this also applies to profiling insofar as it is associated with such direct 

advertising. If you object to processing for direct marketing purposes, the personal data 

will no longer be processed for these purposes. 

 

The objection can be filed in any form and should be sent to the above address if possi-

ble. 

 

VIII. Amendments 

We reserve the right to amend this privacy policy at any time. Any changes will be announced by 

publishing the amended privacy policy on our website. Therefore, please check this privacy policy 

regularly to see the latest version. 

 

As of: July 2024 
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